COMMENT REAGIR ? INFORMATIOUE Juilen 2005

VOUS AVEZ:

Ouvert une piece jointe Cliqué sur un lien Connecté un équipement
d'un mail suspect d'un mail frauduleux personnel infecté
(clé USB, disque dur, téléphone)

~ Expéditeur : 2, R — Vous avez été tiré au sort

URL: htt;::fﬁﬂjﬁmoi.ueéﬂr.com;’e 1f5dsg4 |

VOUS CONSTATEZ :

une lenteur anormale une impossibilité d'accéder 'apparition de fenétre
de votre poste de travail a vos documents suspectes !

Your computer has been
encrypted
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VOUS DEVEZ IMMEDIATEMENT :

m ORDINATEUR FIXE PORTABLE EN WiFi
v v
Déconnecter l'ordinateur / Débrancher le cable réseau a Désactiver le WiFi

portable WiFi du réseau I'arriére de l'ordinateur (Mode Avion)

Paramétres réseau 2
G e
Wi-Fi Mode Avion
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Avertir le service informatique Demander a parler ET SURTOUT, NE PAS ETEINDRE
1017 ou 05 55 4310 17 au Référent Sécurité L'ORDINATEUR'!



